附件1：

**数据库报备表**

|  |  |  |  |
| --- | --- | --- | --- |
| 信息系统名称 |  | 报备部门 |  |
| 报备部门负责人 |  | 系统负责人 |  |
| 数据库类型 |  |
| 数据库版本 |  |
| 数据库IP |  |
| 开放端口 |  |
| 数据库名称/实例名/模式名 |  |
| 实例备注 |  |
| 序号 | 用户密码 | 用户备注 |
| 1 |  |  |
| 2 |  |  |
| 3 |  |  |

附件2：

**数据保密协议**

鉴于甲方在【 】项目（以下简称“本项目”）的实施以及合作过程中，乙方因职务原因将会知悉甲方、甲方用户的大数据业项目各方面的秘密信息，为有效保护本协议所述的秘密信息，经双方平等协商后，签订本协议。

**一、保密信息**

本协议涉及关于本项目的秘密信息包括但不限于甲方、甲方用户的数据秘密、技术秘密以及其他具有保密性的信息。

保密信息是指由乙方在职务范围内履行职务以任何形式获得的、与本项目相关的、经甲方或用户方认定为非对外公开的全部信息或成果，这些信息或成果不限于以任何形式载于任何载体，且无论在披露时是否以口头、图像或以书面方式表明其具有保密性，均属于秘密信息。包括但不限于：

1、数据资料：甲方用户的教职工或学生相关数据、各类资源信息、数据库、实验数据、会议记录、操作手册、技术方案、文档等，以及甲方与本项目中相关的技术信息和经营信息、设计程序、操作等方面的软件、产品方案、产品策略、制作方法等。

2、技术秘密包括：甲方或甲方用户现有的或正在开发或者构思之中的或经过技术创新确定不宜于申请专利的营销方案、管理制度以及有关生产和产品销售的技术方案、制造方法、计算机软件、数据库、技术数据、图纸、样品、样机、说明书、操作手册、技术文档等一切相关信息。

3、秘密信息包括：在本项目中依据甲方或甲方用户现有情况进行的模块构思，包括但不限于被甲方或甲方用户认定的全部保密信息。

4、甲方直接或间接反应上述信息的任何技术材料、分析、评估、调研、建议、协议、报告及其他文件。

5、乙方从甲方“客户”处获得和知晓的应当保密的任何信息，包括但不限于：以书面、口头、电子或物件等方式存储的对客户具有保密价值，或客户负有保密义务的各类信息，包括但不限于商业秘密、技术诀窍、研究成果、商业计划、客户信息、财务数据、文档模版、编程规范、开发流程、质量标准、合同条款等。

6、依据法律和有关协议对第三方负有保密责任的第三方商业秘密。

**二、保密义务**

对保密信息，乙方在此同意：

1、严守机密，并采取所有保密措施和制度保护该保密信息；

2、不将该保密信息泄露给任何第三方；

3、除职务所需用于履行本项目合同，任何时候均不得利用该保密信息；

4、对甲方或甲方用户提供或授权读取的文档、数据、图片等或保密范围内的资料，未经甲方书面授权，乙方不得以任何方式拷贝或转载出甲方指定的服务器；

5、不得修改或删除甲方或甲方用户的源数据资料；

6、不得复制或通过反向工程使用该保密信息；

7、确定为技术秘密、商业秘密的信息及其承载物，均由甲方所有。

**三、保密期限**

本协议自甲乙双方签署之日起生效，保密期限为永久，不论乙方在职或离职。

**四、违约责任**

如乙方违反或未履行本协议约定的任何一项内容的，视为乙方违约，由此导致甲方造成损失或乙方因此获得额外收益的，乙方应当向甲方书面道歉并赔偿全部损失，给第三方造成的损失，应承担全部赔偿责任；同时，甲方有权解除劳动合同，情节严重的，则直接移交司法机关处理。

**五、争议解决**

本协议产生的一切争议由双方友好协商解决，协商解决不成的，任何一方均可向合同签订地有管辖权的人民法院提起诉讼。

**六、其他**

本协议一式两份，由甲方负责存档，协议自双方签字或盖章后生效，本协议对甲乙双方之继承方和转让方具有同等约束力。